|  |  |
| --- | --- |
| **Actor**  Activist | **Actor**  Statelijke actor |
| **Actor**  Crimineel | **Actor**  Medewerker |
| **Actor**  Student | **Actor**  Opportunist |
| **Actor**  Cybervandaal | **Actor**  Klokkenluider |
| **Motief**  financieel gewin | **Motief**  aandacht vestigen op iets |
| **Motief**  vergissing/  onbewuste actie | **Motief**  imago schade toebrengen |
| **Motief**  uit protest | **Motief**  beslissing afdwingen |
| **Motief**  gegevens bemachtigen | **Motief**  voorbereiding voor latere aanval |
| **Motief**  vervalsing studieresultaat | **Motief**  data veranderen |
| **Motief**  concurrentie-positie verbeteren | **Motief**  financiële data manipuleren |
| **Motief**  processen verstoren | **Motief**  kennis vergaren |
| **Motief**  toegang krijgen | **Methode**  privileges verhogen |
| **Methode**  doet zich voor als een ander | **Methode**  voert man-in-the-middle aanval uit |
| **Methode**  zet iemand onder druk | **Methode**  activeert malware (ransomware) |
| **Methode**  voert DDoS aanval uit | **Methode**  misbruikt rechten |
| **Methode**  stuurt phishing bericht | **Methode**  bekladt een website |
| **Methode**  neemt account over | **Methode**  doet hack-en-lek aanval |
| **Methode**  misbruikt kwetsbaarheden | **Methode**  aanval op leverancier |
| **Methode**  aanval op partner-organisatie |  |
|  |  |

|  |  |
| --- | --- |
| **Kwetsbaarheid**  verouderde hardware | **Kwetsbaarheid**  CVE: software kwetsbaarheid |
| **Kwetsbaarheid**  verouderde software | **Kwetsbaarheid**  gebruik van schaduw IT |
| **Kwetsbaarheid**  hoge werkdruk | **Kwetsbaarheid**  desinteresse |
| **Kwetsbaarheid**  onbewust zijn van gevaar | **Kwetsbaarheid**  onoplettendheid |
| **Kwetsbaarheid**  veranwoordelijk-heden niet helder | **Kwetsbaarheid**  proces wordt niet gevolgd |
| **Kwetsbaarheid**  zwakke plek fysieke veiligheid | **Kwetsbaarheid**  ontevredenheid/  onrust |
| **Kwetsbaarheid**  gebrek afspraken met leveranciers | **Kwetsbaarheid**  gebrek afspraken ketenpartners |
| **Kwetsbaarheid**  werkwijze ketenpartner | **Kwetsbaarheid**  lage digitale geletterdheid |
| **Kwetsbaarheid**  ontwerpfout | **Kwetsbaarheid**  configuratiefout |
| **Kwetsbaarheid**  implementatiefout | **Kwetsbaarheid**  te weinig inzicht in architectuur |
| **Kwetsbaarheid**  onvolledig overzicht assets | **Kwetsbaarheid**  onvoldoende zicht op supply chain |
| **Kwetsbaarheid**  achterstallig werk | **Kwetsbaarheid** |

|  |  |
| --- | --- |
| **Impact**  verlies vertrouwelijkheid | **Impact**  verstoring beschikbaarheid |
| **Impact**  verlies data integriteit | **Impact**  financieel |
| **Impact**  fysieke veiligheid | **Impact**  reputatieschade |
| **Impact**  non-compliance aan wetgeving | **Impact**  sociale veiligheid |
| **Impact**  hardware kapot | **Impact**  hardware gestolen |
| **Impact**  vertrouwen geschaad | **Impact**  proces bij leverancier ligt stil |
| **Impact**  gebouw ontoegankelijk | **Impact**  proces valt stil |
| **Impact**  data niet beschikbaar | **Impact**  data gelekt |
| **Impact**  overuren draaien | **Impact**  data is niet meer integer |
|  |  |
|  |  |
|  |  |